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the airport’s request to restore security screen-
ing, citing the unpredictability of air service in 
the region and the inability to maintain con-
sistent passenger loads. 

Without TSA security screenings, airports 
must make alternative security arrangements, 
such as having security screening of pas-
sengers and baggage occur once the flight ar-
rives at a large connection airport. 

Under H.R. 4549, TSA must begin security 
screenings at an airport either 90 days after a 
request for screening is made by the airport or 
when commercial air service commences, 
whichever is later. 

This requirement would apply only to air-
ports where the airline has said it will resume 
services within a year of when the airport has 
requested the restoration of TSA screening. 

Small cities in 25 States have lost commer-
cial air service and the local economy of the 
cities involved suffers. 

The loss of airports in these small commu-
nities results in using small propeller-powered 
planes that charge fares much higher propor-
tionately than those of conventional airlines. 

Closing airports in these cities results in lost 
tourist dollars and airport revenue which bene-
fits the community tremendously. 

H.R. 4549 directs TSA to restore security 
and screening services to airports that lost air 
service and have a guarantee from a commer-
cial airline to resume service. 

H.R. 4549 requires restoration of TSA 
screening to a limited number of airports that 
have a guarantee from a commercial airline in-
cluding: Klamath Falls, Oregon; Del Rio, 
Texas; Sheridan, Wyoming; and Salina, Kan-
sas. 

I urge all Members to join me in voting to 
pass H.R. 4549. 

Mr. PAYNE. Mr. Speaker, I yield my-
self such time as I may consume. 

In closing, Mr. Speaker, I would like 
to note the bipartisan nature in which 
this measure comes to the floor today. 
I thank Members for their support of 
this measure, and I encourage support 
for this legislation. Enactment will 
contribute to strengthening the avia-
tion security system by ensuring that 
passengers undergo screening before 
boarding commercial flights. 

I had the pleasure of being in south 
Texas in the last week, and I flew out 
of McAllen, Texas. I see the nature and 
size of these airports; but, neverthe-
less, they should have the same sup-
port as the larger airports. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. HURD of Texas. Mr. Speaker, I 
yield myself such time as I may con-
sume. 

Mr. Speaker, today is a good day. De-
spite the circus atmosphere that we 
often see in Washington, D.C., we are 
strengthening national security and 
improving the communities across our 
Nation, and we are doing this in a bi-
partisan effort. 

I would like to thank my colleagues 
on both sides of the aisle and, again, 
urge all of my colleagues to support 
H.R. 4549. 

Mr. Speaker, I yield back the balance 
of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 

the gentleman from Texas (Mr. HURD) 
that the House suspend the rules and 
pass the bill, H.R. 4549, as amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

ENHANCING OVERSEAS TRAVELER 
VETTING ACT 

Mr. ROYCE. Mr. Speaker, I move to 
suspend the rules and pass the bill 
(H.R. 4403) to authorize the develop-
ment of open-source software based on 
certain systems of the Department of 
Homeland Security and the Depart-
ment of State to facilitate the vetting 
of travelers against terrorist 
watchlists and law enforcement data-
bases, enhance border management, 
and improve targeting and analysis, 
and for other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 4403 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Enhancing 
Overseas Traveler Vetting Act’’. 
SEC. 2. OPEN-SOURCE SCREENING SOFTWARE. 

(a) IN GENERAL.—Subject to subsection (c), 
the Secretary of Homeland Security and the 
Secretary of State— 

(1) are authorized to develop open-source 
software based on U.S. Customs and Border 
Protection’s global travel targeting and 
analysis systems and the Department of 
State’s watchlisting, identification, and 
screening systems in order to facilitate the 
vetting of travelers against terrorist 
watchlists and law enforcement databases, 
enhance border management, and improve 
targeting and analysis; and 

(2) may make such software and any re-
lated technical assistance or training avail-
able to foreign governments or multilateral 
organizations for such purposes. 

(b) REPORT TO CONGRESS.—Not later than 
60 days after the date of the enactment of 
this Act, the Secretary of Homeland Secu-
rity and Secretary of State shall submit to 
the appropriate congressional committees a 
plan to implement subsection (a). 

(c) PROVISION OF SOFTWARE AND CONGRES-
SIONAL NOTIFICATION.—Not later than 15 days 
before the open-source software described in 
subsection (a) is made available to foreign 
governments or multilateral organizations 
pursuant to such subsection, the Secretary 
of Homeland Security and Secretary of 
State, with the concurrence of the Director 
of National Intelligence, shall— 

(1) certify to the appropriate congressional 
committees that such availability is in the 
national security interests of the United 
States; and 

(2) provide to such committees information 
on how such software or any related tech-
nical assistance or training will be made 
available. 

(d) RULE OF CONSTRUCTION.—The authority 
provided under this section shall be exer-
cised in accordance with applicable provi-
sions of the Arms Export Control Act (22 
U.S.C. 2751 et seq.), the Export Administra-
tion Regulations, or any other similar provi-
sion of law. 

(e) PROHIBITION ON ADDITIONAL FUNDING.— 
No additional funds are authorized to be ap-
propriated to carry out this section. 

(f) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMIT-

TEES.—The term ‘‘appropriate congressional 
committees’’ means— 

(A) in the House of Representatives— 
(i) the Committee on Homeland Security; 

and 
(ii) the Committee on Foreign Affairs; and 
(B) in the Senate— 
(i) the Committee on Homeland Security 

and Governmental Affairs; and 
(ii) the Committee on Foreign Relations. 
(2) EXPORT ADMINISTRATION REGULATIONS.— 

The term ‘‘Export Administration Regula-
tions’’ means— 

(A) the Export Administration Regulations 
as maintained and amended under the au-
thority of the International Emergency Eco-
nomic Powers Act (50 U.S.C. 1701 et seq.) and 
codified in subchapter C of chapter VII of 
title 15, Code of Federal Regulations; or 

(B) any successor regulations. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
California (Mr. ROYCE) and the gen-
tleman from California (Mr. SHERMAN) 
each will control 20 minutes. 

The Chair recognizes the gentleman 
from California (Mr. ROYCE). 

GENERAL LEAVE 
Mr. ROYCE. Mr. Speaker, I ask unan-

imous consent that all Members may 
have 5 legislative days to revise and ex-
tend their remarks and to include any 
extraneous material on the bill. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from California? 

There was no objection. 
Mr. ROYCE. Mr. Speaker, I yield my-

self such time as I may consume. 
I just want to begin by thanking our 

colleague, Mr. HURD from Texas, for his 
work here on behalf of the safety and 
security of the American people. He is 
a former CIA undercover officer. As a 
result of that, I think he had some 
unique insights here in moving this 
legislation. The name of this bill is En-
hancing Overseas Traveler Vetting Act. 

I would also like to thank one other 
Member, and that is the Homeland Se-
curity chairman, Mr. MCCAUL. He is 
also on the committee that Mr. SHER-
MAN and I serve on, but I thank him for 
his leadership on the bipartisan Task 
Force on Combating Terrorist and For-
eign Fighter Travel. That task force 
made recommendations, with the help 
of Mr. HURD, and it led to the introduc-
tion of this important piece of legisla-
tion. It was passed out of the com-
mittee I chair, the Foreign Affairs 
Committee, back in February. I also 
want to recognize Mr. ELIOT ENGEL and 
Mr. SHERMAN for their assistance and 
support on this as well. 

I think the reason this has such reso-
nance with the Members in the House 
is because the global threat of ter-
rorism has never been as high as it is 
today. In just the last 12 months, we 
have seen terrorists strike in my home 
State of California; we have seen it in 
France, Belgium, Turkey, India, Tuni-
sia—where I just was a few days ago— 
the Ivory Coast, Nigeria, Pakistan, and 
Iraq. We were up in Erbil and Baghdad. 

And I have got to tell you, this is a 
situation that is compounding. No 
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country is immune. This radical ide-
ology that is now on the Internet—a 
virtual caliphate on the Internet, we 
should call it—knows no boundaries. It 
is pulling individuals from all over the 
globe. It is radicalizing them and, in-
creasingly, doing it without them even 
having to leave their neighborhood. 

I just returned, as I mentioned, from 
Iraq, Tunisia, and Jordan, and I heard 
firsthand there about the foreign fight-
er threat. You have got 35,000 for-
eigners right now, and 3,600 of them 
were from Europe. They are actually 
from a total of 120 countries. They 
have traveled to the Middle East to 
join ISIS. Many of these fighters are 
now looking to return to their homes 
back in Brussels, back in Paris and the 
capitals of Europe—even here in the 
United States. 

Bazi was the name of a young girl 
who testified before our committee. 
Mr. SHERMAN and I remember some of 
the things she told us. She was taken 
captive by an American who had been 
recruited over the Internet to join 
ISIS. She became his concubine, and he 
felt compelled to tell her this was part 
of his ideology. He had converted to 
this. As a result of her being an apos-
tate, she had to go through what other 
Yazidis and Christians and other faiths 
had to go through, which was to submit 
to him and to the will of his particular 
code. 

Eventually, she got loose. She got 
free of him and told us that tale of 
how, ultimately, she lost every male in 
the village—all her brothers—and how 
her sisters are now concubines. Many 
of them were foreign fighters, and that 
is why information sharing between 
countries is more critical now than 
ever, because this thing is everywhere 
now. 

The bipartisan task force’s report 
highlighted the lack of any comprehen-
sive global database of foreign fighters 
and suspected terrorists. In its absence, 
the U.S. and other countries rely on a 
patchwork system for exchanging ex-
tremist identities, which is weak and 
increases the odds that foreign fighters 
and suspected terrorists will be able to 
cross borders undetected. 

So this bill, thanks to Mr. HURD’s ex-
pertise, will authorize the Secretaries 
of the Department of State and Home-
land Security to develop open-source 
software platforms to vet travelers 
against terrorist watch lists and 
against law enforcement databases. It 
permits the open-source software to be 
shared with foreign governments and 
multilateral organizations for police 
purposes, like INTERPOL. 

This bill reflects the recommenda-
tions made by, as I said, our colleagues 
on the task force, which we have 
worked together on. I thank Mr. HURD 
and Chairman MCCAUL for their leader-
ship working to make our Nation safer 
against terrorist threats. 

I reserve the balance of my time. 
Mr. SHERMAN. Mr. Speaker, I yield 

myself such time as I may consume. 
I rise in support of H.R. 4403, the En-

hancing Overseas Traveler Vetting Act. 

I want to associate myself with the 
comments of our committee chair, par-
ticularly his praise for the hard work 
of Mr. HURD and the involvement of 
Chairman MCCAUL of the Homeland Se-
curity Committee. 

I am a cosponsor of this legislation, 
and I supported it in the House Foreign 
Affairs Committee, which considered 
the bill on February 24, and voted it 
out by voice unanimously, with no op-
position. It is also my understanding 
that the bill also passed unanimously 
in the Committee on Homeland Secu-
rity. 

As the chairman of our committee 
explained, this legislation authorizes 
the State Department and the Depart-
ment of Homeland Security to develop 
open-source versions of software that 
vets travelers against terrorist watch 
lists and law enforcement databases. 
Once the software is developed, we will 
be able to share it with our allies and 
multilateral organizations involved in 
police work, such as INTERPOL. That 
means that we will have better soft-
ware in the hands of worldwide law en-
forcement sooner and it will be inter-
operable. 

As things stand now, we do not have 
a comprehensive global database for 
identifying and tracking terrorists. As 
the bipartisan Task Force on Com-
bating Terrorist and Foreign Fighter 
Travel, which was established by 
Chairman MCCAUL and the Committee 
on Homeland Security, highlighted in 
its September 2015 report, ‘‘countries, 
including the United States, rely on a 
patchwork system for swapping ex-
tremist identities, increasing the odds 
foreign fighters will slip through the 
cracks.’’ 

The Paris and Brussels terrorist at-
tacks demonstrate the need for a glob-
al system. Since those tragedies, there 
has been finger pointing about missed 
intelligence and criticism over the lack 
of information sharing across borders. 

Just in February, Europol warned 
that more than 5,000 Europeans with 
European passports had traveled to 
ISIS and Syria to become ISIS fighters. 
In late March, European security offi-
cials told the Associated Press that the 
Islamic State group had trained at 
least 400 attackers and sent them to 
Europe to carry out specific attacks. 

Of course, we have a visa waiver rela-
tionship with most of Europe, and that 
means these European passport holders 
will be able to visit the United States 
without special vetting by our officials. 
There is an exception to that for those 
European passports that have been 
stamped indicating they visited Syria 
or Iraq. 

This should not give us a whole lot of 
false security because, typically, for-
eign fighters who want to join ISIS 
travel to Turkey, where their passport 
is stamped with a Turkish stamp and 
then they sneak into ISIS-controlled 
areas. ISIS does not stamp their pass-
port entry into the Islamic State, so 
the passports of these Europeans that 
have gone to fight for ISIS in Iraq and 

Syria do not bear a Syrian or Iraqi 
stamp. 

b 1530 
In addition, if, for some reason, they 

did bear such a stamp, any European 
can simply go and ask for a replace-
ment passport and, in most cases, there 
will be no record available to the 
United States that this person had ever 
visited Syria or Iraq. 

So we need a system that gives us 
the best possible opportunity to iden-
tify foreign fighters, but especially 
those who hold European passports. 

If we are going to fight and prevent 
global terrorism in tandem with other 
countries, the United States and our 
allies must be on the same page when 
it comes to vetting travelers and 
tracking would-be terrorists. This leg-
islation helps us do just that. 

I urge my colleagues to support H.R. 
4403. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. ROYCE. Mr. Speaker, I yield as 
much time as he may consume to the 
gentleman from Texas (Mr. HURD), who 
is a member of the Committee on 
Homeland Security, and he is also the 
author of this bill. 

Mr. HURD of Texas. Mr. Speaker, I 
thank Representative SHERMAN for his 
support of this bill; and I would like to 
thank Chairman ROYCE, not only for 
his support of this bill, but for every-
thing that he does on his committee to 
make sure that our allies know that 
they can trust us and that our enemies 
know they should fear us. 

Last month, terrorists struck again 
in the heart of Europe. Their attack in 
Brussels was part of a wider ISIS cam-
paign to ramp up external operations. 
Already, the group has been tied to 
more than 80 terrorist plots or attacks 
against the West. This is an unprece-
dented figure. 

We have been sounding the alarm 
here in Congress about the rising tide 
of terror, as well as the global security 
gaps being exploited by extremists. My 
bill, H.R. 4403, would help close one of 
those major loopholes to make it hard-
er for terrorists to cross borders. 

This bill was a recommendation of 
the bipartisan Task Force on Com-
bating Terrorist and Foreign Fighter 
Travel, on which I served. 

In our final report in September, we 
found that ‘‘gaping security weak-
nesses overseas—especially in Europe— 
are putting the U.S. homeland in dan-
ger by making it easier for aspiring 
foreign fighters to migrate to terrorist 
hotspots and for jihadists to return to 
the West.’’ 

I saw firsthand that our partners are 
in a pre-9/11 mindset, and that many of 
them have failed to conduct adequate 
counterterrorism screening. For in-
stance, key operatives behind the Paris 
and Brussels attacks managed to travel 
back and forth to Syria and throughout 
Europe, undetected, even though some 
were on terrorist watch lists. This 
should not just be a wake-up call, it 
should be a call to action. 
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My bill would allow the Department 

of Homeland Security and the Depart-
ment of State to develop specially tai-
lored, open-source watch-listing and 
screening systems to help our foreign 
partners disrupt terrorist travel. We 
have an interest in providing it to sev-
eral foreign countries, and we should 
do that. 

However, as a matter of overarching 
Federal policy, this bill does not 
choose open-source over proprietary. 
Indeed, the Federal Government should 
consider proprietary and open-source 
software and make an educated choice 
on which one fits the need the best. In 
this case, providing our partners with 
software they trust simply makes 
sense. 

Thousands of ISIS fighters have 
Western passports, and if our overseas 
partners don’t stop them first, we 
might have to confront them here at 
home. Yet many governments lack the 
capacity to properly vet travelers and 
weed out known or suspected jihadists. 
That is why we must act today on this 
legislation and send a clear signal to 
our allies that America is ready to lead 
this fight. 

I want to thank my fellow members 
on the task force for their hard work, 
and I want to particularly thank Mr. 
VELA and Mr. KEATING, on the Demo-
cratic side, for their leadership and 
support for this legislation. 

I urge my colleagues to vote for this 
measure. 

Mr. SHERMAN. Mr. Speaker, seeing 
as I have no additional speakers, I urge 
my colleagues to support H.R. 4403, the 
Enhancing Overseas Traveler Vetting 
Act. 

I yield back the balance of my time. 
Mr. ROYCE. Mr. Speaker, in closing, 

I would just say this for the Members. 
The 9/11 Commission Report was pretty 
prescient on this point. It said: ‘‘The 
U.S. Government cannot meet its own 
obligations to the American people to 
prevent the entry of terrorists without 
a major effort to collaborate with 
other governments.’’ 

The report said further: ‘‘We should 
do more to exchange terrorist informa-
tion with trusted allies and raise U.S. 
and global borders security standards 
for travel and border crossing, over the 
medium and long term, through exten-
sive international cooperation.’’ 

This is what the bill does. And, 
frankly, the Department of State here 
and the Department of Homeland Secu-
rity, giving them this authorization to 
develop this open-source software, to 
vet those travelers against terrorist 
watch lists and against those law en-
forcement databases, is absolutely 
vital. 

I will just mention that the so-called 
Islamic State—we call it Daesh or 
ISIS—has already threatened to send 
hundreds of its European fighters back 
to the continent to carry out attacks 
like those attacks that they have al-
ready carried out in Paris and Brussels 
and, frankly, attacks like the one they 
carried out in San Bernardino, Cali-

fornia. So I think this measure really 
deserves our unanimous support. 

Mr. Speaker, I yield back the balance 
of my time. 

The SPEAKER pro tempore (Mr. 
HURD of Texas). The question is on the 
motion offered by the gentleman from 
California (Mr. ROYCE) that the House 
suspend the rules and pass the bill, 
H.R. 4403, as amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

THE FUTURE FORUM 

The SPEAKER pro tempore. Under 
the Speaker’s announced policy of Jan-
uary 6, 2015, the gentleman from Cali-
fornia (Mr. SWALWELL) is recognized for 
60 minutes as the designee of the mi-
nority leader. 

Mr. SWALWELL of California. Mr. 
Speaker, I rise today on behalf of the 
Future Forum to provide an update on 
our past year’s work and activity and 
to discuss the work we must still do to 
move America’s millennials forward. 

Yesterday, April 12, marked the 1- 
year anniversary of Future Forum, and 
what a year it has been. I encourage 
everyone at home to follow along as we 
talk about these issues this afternoon 
at #futureforum on Twitter or 
Instagram and Facebook. Send us your 
questions. I will look at them live here 
on the floor and talk about them and 
continue the dialog beyond today’s 
conversation. 

Our membership has grown from 14 
members a year ago when we started, 
to 18 of the House’s youngest Members. 
We have traveled to 14 cities now 
across this great Nation, from San 
Diego, California, to Manchester, New 
Hampshire, and to, most recently, last 
week, hosted by Representatives 
DEGETTE, POLIS, and PERLMUTTER, 
Denver. We were even joined there in 
Denver by our House Minority whip, 
STENY HOYER. 

On each visit we talk to young people 
at universities, community colleges, 
coworking spaces, and startup compa-
nies, to learn about the issues most im-
portant to them, the issues that they 
are finding as their own personal bar-
riers to success. 

Overwhelmingly, we have heard 
millennials across the Nation share 
that they are most concerned about 
issues relating to student loan debt, 
college affordability, climate change, 
and campaign finance reform. I want to 
talk about a few of these issues, and I 
first start with student loan debt. 

At many of these sites with a polling 
app we ask people: What issue is most 
important to you? Across the country, 
the issue that we have seen most often, 
regardless of what part of the country 
we are in, what crowd we are in front 
of, has been student loan debt. 

Now, this is an issue that is very per-
sonal to me. I just brought my own stu-

dent loan debt just under $100,000 with-
in the last few months; and I have seen, 
in my own life, in my constituents’ 
lives in California’s East Bay and with 
the people we have talked to at these 
Future Forum discussions, that stu-
dent loan debt has put an entire gen-
eration into financial quicksand, and it 
affects almost every life decision that 
young people are making. 

The biggest decisions you will make 
in your life: the decision to start a 
family, we are delaying that decision 
by about 5 years later than the genera-
tion before us; the ability to buy a 
house, we are perhaps the least home- 
owning generation America has ever 
known; the decision and the ability to 
go out on your own and start your own 
business—well, actually, millennial en-
trepreneurship is on the decline. From 
2014 to 2015, 5 percent fewer millennials 
started a business. 

How is that? 
You look at Silicon Valley, you look 

at Silicon Alley, you look at Silicon 
Beach, you look up in the Northwest at 
Silicon Forest, you see all of these 
startups across our country and you 
think, well, this is the startup genera-
tion. 

In fact, we are more risk averse than 
you would think. It is because of the 
student loan debt that we carry that 
makes it so hard to go out on your own 
to find that capital you need to take 
that risk to start a business to create 
jobs that will help grow our economy. 

These are the four issues we are see-
ing that student loan debt is affecting: 
starting a family, buying a home, 
starting a business, and then, finally, 
being able to save. 

We are also the generation that has 
saved the least of any generation that 
has ever come before us. And it makes 
sense, right? 

Every month, you have approxi-
mately 40 million young people, with 
$1.3 trillion in student loan debt, hun-
dreds of dollars each month going out 
the window, going to pay off this debt, 
making it very hard for you to rent 
near where you work, let alone even re-
alize that American Dream of home-
ownership. 

Now, while higher education also re-
mains a worthwhile investment, we 
have found on our tour that, by 2018, 63 
percent of new jobs will require a col-
lege education. But here is the prob-
lem. The cost of college continues to go 
up. 

One of our biggest challenges, per-
haps, is making and having generations 
that have come before us understand 
that what they experienced 30, 40 years 
ago, is just not what young people are 
going through today. It is apples and 
oranges in terms of experiences. In 
fact, the cost of college tuition has 
gone up higher and faster than any 
other good or service that Americans 
consume. 

In California, for example, in the six-
ties and seventies, if you were qualified 
and you were able, you could go to a 
UC—University of California—school 
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